Fraud Alert!

Financial Fraud Update
Impostor Scams

* How scams work

* Technical support scams
* Government agency scams
* Prevention and protection

ur computer or other device, stop right there! Technology companies
ou to offer a solution to a random computer problem.



B Government agency scams

These scams occur when a scammer contacts you pretending to work for a legiti
business or government agency. The initial contact may be by telephone, email
even a text message. The two most common types of this fraud are:

¢ Tax collection scam - You receive a phone call or letter claiming
owe taxes. They will demand that you pay immediately, often with
debit card or wire transfer. They threaten serious consequences if yo
pay.

e Verification scam - You receive a phone call, an email or text message
that requires you to verify your personal information from the Social Security
Administration. The message often includes a link to ishing website.

SCAM PREVENTION AND PROTECTIC

information.

r text that directs you to
e for technical support or

e Ignore it if you get a pop-
call a specific telephone
government agency.
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